
�	Attack Tactics- (Overview):

�	Bribery of contracting officers and agents to damage
competitors and only award the bad guys �	Internet server
manipulation and website spoofing. Manipulation of online
payment transaction systems to cut off competitors revenue.

�	Job database manipulation and slander to cut off employment
options for competitors or witnesses �	Hacking of
competitors/witnesses devices

�	Theft of patent materials

�	Threats and possible murders of whistle-blowers �	Ordering
crony’s and allies to black-list competitors/witnesses �	Bribery of
public officials to direct funds and contracts to them and away
from competitors/witnesses competing products �	Production of
media character assassination campaigns �	Embezzlement

�	Placement of sabotage moles, working for them, in
competitors/witnesses companies to sabotage their plans and
report internal data to competitors �	Honey traps

�	DNS re-routing of all internet connections of
competitors/witnesses �	And more


